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(57) ABSTRACT

There is provided an apparatus (134) for managing assign-
ment of subscription modules (307) for a group (141) of
communication devices (140a-140#). The apparatus includes
a receiving unit (203) configured to receive a request for
assigning a subscription module to a target communication
device (140;) so that the target communication device can
attach to a network managed by a network (110) operator; and
a control unit (205) configured to identify a group which
includes the target communication device, determine whether
the number of subscription modules which are assigned to the
communication devices in the identified group reaches the
upper bound, and when the number of the subscription mod-
ules does not reach the upper bound, assign a subscription
module to the target communication device.

14 Claims, 9 Drawing Sheets
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1
SUBSCRIPTION MODULE ASSIGNMENT
MANAGING SERVER AND SUBSCRIPTION
MODULE ASSIGNMENT MANAGING
METHOD

TECHNICAL FIELD

The present invention generally relates to a server and
method for managing assignment of subscription modules.

BACKGROUND

Downloadable SIM (Subscription Identity Module) has
been gaining lots of attentions and interests in the mobile
communication field as a new scheme to realize flexible sub-
scription management and connectivity provisioning. The
MCIM (Machine Communication Identity Module) is one of
the downloadable SIM to be remotely provisioned to com-
munication devices. There will be a huge number of devices
used and connected via the mobile network in the world in
future, and each of the users will use multiple devices. How-
ever, the devices are not always used (for example, powered
on and off) and do not always need to have connection and
subscription for the connectivity during the period of being
unused. This fact implies that it is not necessary to keep all the
communication devices to be provisioned with the subscrip-
tions for mobile network connectivity all the way and thus it
is quite feasible to share the connectivity subscriptions in a
group of devices so as to reduce the cost to be paid for the
connectivity subscriptions.

US 2008/0261561 provides a technique for transferring a
secure soft-SIM (SSIM) from a source mobile device to a
target mobile device. However, this document deals only with
the case where the two mobile devices are connected and
communicate with each other and the transfer is performed
between the currently connected devices. It is cumbersome
for the user to keep track of changing status in terms of
assignment (activation and deactivation) of his/her subscrip-
tion modules (such as MCIMs) to his/her devices. Thus, it is
desirable to automatically manage the subscription assign-
ment between communication devices in a group.

SUMMARY

The present invention is intended to address the above-
described problem, and it is a feature thereof to introduce an
improved technology for managing assignment of subscrip-
tion modules between communication devices in a group.
According to an aspect of the present invention, there is
provided an apparatus for managing assignment of subscrip-
tion modules for a group of communication devices. The
apparatus includes a receiving unit configured to receive a
request for assigning a subscription module to a target com-
munication device so that the target communication device
can attach to a network managed by a network operator; and
a control unit configured to identify a group which includes
the target communication device, determine whether the
number of subscription modules which are assigned to the
communication devices in the identified group reaches the
upper bound, and when the number of the subscription mod-
ules does not reach the upper bound, assign a subscription
module to the target communication device.

Further features of the present invention will become
apparent from the following description of exemplary
embodiments with reference to the attached drawings, in
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which like reference characters designate the same or similar
parts throughout the figures thereof.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 illustrates an exemplary overall system 100 accord-
ing to some embodiments of the present invention.

FIG. 2 illustrates an exemplary block diagram of the SAM
134.

FIG. 3 illustrates an exemplary block diagram of the com-
munication device 140.

FIGS. 4-6 illustrate operations of the SAM 134 according
to some embodiments of the present invention.

FIG. 7 illustrates an example of the assignment table 208.

FIG. 8 illustrates an example of the priority table 209.

FIG. 9 illustrates an example of the group management
table 212.

FIG. 10 illustrates an example of the subscription pool 211.

DETAILED DESCRIPTION

Embodiments of the present invention will now be
described with reference to the attached drawings. Each
embodiment described below will be helpful in understand-
ing a variety of concepts from the generic to the more specific.
It should be noted that the technical scope of the present
invention is defined by claims, and is not limited by each
embodiment described below. In addition, not all combina-
tions of the features described in the embodiments are always
indispensable for the present invention.

Some embodiments of the present invention provide tech-
niques for managing assignment of subscription modules
between communication devices in a group. In the following
description, a subscription module is an application used for
a communication device to attach to a mobile network man-
aged by a network operator. The subscription module typi-
cally includes a subscription identity, which identifies a sub-
scription established between a subscriber and a network
operator, and a credential, which the network operator uses to
authenticate the subscriber or perform mutual authentication
between the network and subscriber. Examples of the sub-
scription module include SIM (Subscriber Identity Module),
USIM (Universal Subscriber Identity Module), and ISIM
(IMS Subscriber Identity Module), which are typically
located on a UICC (Universal Subscriber Identity Module) to
be inserted to a communication device, as well as MCIM
(Machine Communication Identity Module) and a subscrip-
tion module used for Embedded SIM, which are typically
downloaded to a communication device. The following
embodiments are described in the context of MCIM, which is
defined in 3GPP TR 33.812, but the present invention can
apply to any type of subscription modules. For example, in
case of an embedded SIM, a USIM may be used to represent
the subscription to the 3G cellular mobile network. The sub-
scriber may be a user (owner) of the communication devices
or a service provider which provides services to communica-
tion devices by use of MCIMs. The service provider may own
MCIMs and provide the connectivity to its users as a part of'its
services. In this case, it is desirable to manage assignment of
the MCIMs to the communication devices if the service pro-
vider wants to optimize the cost for the connectivity service.

FIG. 1 illustrates an exemplary overall system 100 accord-
ing to some embodiments of the present invention. The sys-
tem 100 may include networks 110, 120, and 130, communi-
cation devices 140a-140#, a user terminal 150, and a network
server 160. The communication devices 140a-140n are col-
lectively referred as a communication device 140 if descrip-
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tion of the communication device 140 is applicable to any of
the communication devices 140a-140x.

The network 110 is a network managed by a selected home
operator (SHO). The network 110 may be also referred as an
SHO network 110. The system 100 may include a plurality of
networks 110 which are managed by different SHOs. The
SHO is a network operator which has capability of providing
network connectivity to the communication device 140. One
or more SHOs are selected from a plurality of network opera-
tors to provide network connectivity services for the commu-
nication device 140. The network 110 includes a subscription
provisioning server 111 which managed by the SHO to per-
form MCIM-related operations such as issue, activation, and
deactivation of an MCIM upon request. The network 110 also
includes a home location register (HL.R) which stores infor-
mation relating to subscription.

The network 120 is a network managed by a visited net-
work operator (VNO). The network 120 may be also referred
as a VNO network 120. The VNO 120 provides temporary
3GPP network access to the communication device 140,
where authentication using credentials such as a PCID (Pro-
visional Connectivity Identity) may be required. The VNO
120 may provide full or restricted connectivity during initial
access.

The network 130 is a network managed by a registration
operator (RO). The network 130 may be also referred as an
RO network 130. The RO provides initial connectivity to the
communication device 140 and provides registration and pro-
visioning functions for the communication device 140. The
network 130 may includes an initial connectivity function
(ICF) 131, an MCIM download and provisioning function
(DPF) 132, and a discovery and registration function (DRF)
133, which are defined in TR 33.812, as well as a subscription
assignment manager (SAM) 134. Each of the ICF 131, the
DPF 132, the DRF 133, and the SAM 134 may be imple-
mented in the form of server. According to the embodiments
illustrated with reference to FIG. 1, the SAM 134 is included
in the RO network 130, but the SAM 134 may be included in
other network such as a service provider’s private network
and a corporate user’s network.

The ICF 131 provides connectivity services (at layers
above the basic network access provided by the VNO 120).
The ICF 131 also provides network connectivity for the com-
munication device 140 to request downloading and provi-
sioning of MCIM credentials and applications from the DPF
132 via the VNO 120. The DPF 132 provides a function for
managing the downloading and provisioning of an MCIM to
the communication device 140. The DRF 133 helps the com-
munication device 140 to discover and register with SHO.
The SAM 134 manages assignment of MCIMs as described
in detail below.

The communication device 140 is a device which can
attach to the SHO network 110 when an MCIM which has
been issued by the SHO is installed and activated in the
communication device 140. Examples of the communication
device 140 include a mobile phone, a personal computer, a
navigation device in a vehicle, a security camera, and so on. In
this description, the states defined in 3GPP TR 33.812 are
used to represent states of MCIMs. The state “installed” rep-
resents that an MCIM is stored in the communication device
140; the state “activated” represents that an installed MCIM is
authorized for operational use by the SHO which has issued
the MCIM; the state “selected” represents that an activated
MCIM is of operational use and the communication device
140 attaches to the SHO network 110; the state “blocked”
represents that an activated MCIM is deactivated so as not to
attach to the network 110 without authorization. When the
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communication device 140 is detached from the SHO net-
work 110, the state of the MCIM changes from “selected” to
“activated”.

In some embodiments, an MCIM is installed in only a
single communication device 140 at the same time. This
means that, if an MCIM which is already installed in the
communication device 140a needs to be activated and used by
the communication device 140% to set up a connection, then
the MCIM is to be deleted from the communication device
1404 and then installed and activated in the communication
device 140%. In other embodiments, the same MCIM may be
installed in a plurality of communication devices 140 at the
same time. This means that the same MCIM may be installed
in two communication devices 140a, 140z at the same time,
but the MCIM can be activated for only one of the two
communication devices at the same time.

In some embodiments, it is assumed that the SHO charges
a subscriber depending on the number of the MCIMs which
has been issued for the subscriber. In such embodiments, it is
desirable that the same MCIM is reused among a plurality of
communication devices 140a-1407 owned by the subscriber
so that the subscriber can reduce the number of MCIMs to be
issued in order to reduce cost. In other embodiments, it is
assumed that the SHO charges a subscriber depending on the
number of the MCIMs which are used by communication
devices 140 of the subscriber to attach to the SHO network
110 at the same time. In such embodiments, itis desirable that
the subscriber defines a device group 141 which includes a
plurality of communication devices 140a-1407 owned by the
subscriber, and sets the upper bound for the device group 141
regarding the maximum number of MCIMs which are used by
the communication devices 140a-1407 to attach to the SHO
network 110 at the same time so that the subscriber can cap
the cost for subscription. The upper bound is typically less
than the number of the communication devices 140a-140» in
the device group 141. The present invention also applies to the
combination of above mentioned charging scenarios.

The user terminal 150 may be used by an owner (who may
be a subscriber) of the communication device 140 to send a
request to the SAM 134. The network server 160 may be used
by a service provider to send a request to the SAM 134. The
subscriber may send the request from one of the communi-
cation devices 1404-140» which can communicate with the
SAM 134. The request to be sent to the SAM 134 may be any
one of an assignment request, a release request, and a replace-
ment request.

The assignment request is a request for assigning an MCIM
to a communication device 140 in a device group 141. A
communication device 140 which is requested to be assigned
an MCIM is referred as a target device. When the SAM 134
assigns an MCIM to a target device, the MCIM is installed to
the target device if it is not installed, and activated. Accord-
ingly, the target device becomes able to use the assigned
MCIM to attach to the SHO network 110 where the MCIM is
used to authenticate the subscriber to the SHO network 110.
In the assignment request, the subscriber typically designates
a target device. The subscriber may or may not designate an
MCIM to be assigned in the request. The subscriber may
designate two or more MCIMs. In this case, the SAM 134
selects an MCIM which can be assigned from the designated
MCIMs. When any MCIMs are not designated in the request,
the SAM 134 selects an MCIM from available MCIMs.

The release request is a request for releasing an MCIM
from a communication device 140 in a device group 141. A
communication device 140 which is requested to release an
MCIM is referred as a source device. When the SAM 134
releases an MCIM from a source device, the source device
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cannot attach to the SHO network 110 using the released
MCIM. One way to ensure that the source device cannot
attach to the SHO network 110 is that the released MCIM is
deactivated in the source device. In this case, the released
MCIM can be assigned to another communication device 140
because there is not a risk that the source device uses the
deactivated MCIM to attach to the SHO network 110.
Another way is that the released MCIM is deactivated in the
SHO network 110. In this case, the released MCIM cannot be
assigned to another communication device 140 because the
SHO will reject an attach request using the deactivated
MCIM. In the release request, the subscriber typically desig-
nates a source device. The subscriber may or may not desig-
nate an MCIM to be released in the request. The subscriber
may designate two or more MCIMs. In this case, the SAM
134 selects an MCIM which can be deactivated from the
designated MCIMs. When any MCIMs are not designated in
the request, the SAM 134 selects an MCIM from the activated
MCIMs in the source device.

The replacement request is a request to re-assign an MCIM
that is assigned to a communication device (source device) to
another communication device (target device). In other word,
the replacement request is a request including both the release
request and the assignment request. In the replacement
request, the subscriber typically designates both the source
device and the target device. The subscriber may or may not
designate an MCIM to be used in the replacement, such as the
other requests.

Any type of requests may designate a group ID for identi-
fying a device group including a source device and/or a target
device so that the SAM 134 can identify the device group in
case that the source device and/or the target device is included
in two or more device groups. In the following description, it
is assumed that a communication device 140i is designated as
a source device and a communication device 140 is desig-
nated as a target device.

FIG. 2 illustrates an exemplary block diagram of the SAM
134. The SAM 134 may comprise a CPU 201, a memory 202,
a request receiving unit 203, a state monitoring unit 204, an
assignment control unit 205, a usage analysis unit 206, and
storage device 207. The CPU 201 controls overall operations
of'the SAM 134. The memory 202 stores computer programs
and data used for operations of the SAM 134. The storage
device 207 is typically implemented by a nonvolatile storage
device such as ahard disk drive and stores an assignment table
208, a priority table 209, a device information database 210,
a subscription pool 211, and a group management table 212.

The request receiving unit 203 receives a request as
described above, for example from the user terminal 150 or
the network server 160. In some embodiments, the request
receiving unit 203 may provide the user of the communica-
tion devices 140 with a web interface through which the user
can input the request. In other embodiments, the request
receiving unit 203 may receive the request in the form of an
SMS mail or a SOAP message for example, so that a server
such as the network server 160 can send the request to the
SAM 134 during its procedure where the network server 160
may be operated in a corporate network or by a service pro-
vider.

The assignment control unit 205 controls assignment of
MCIMs to the communication devices 140 in the device
group 141. The details of the assignment control unit 205 will
be described below with reference to flowcharts.

FIG. 9 illustrates an example of the group management
table 212 which maintains groups of communication device
140, the number of currently assigned MCIMs, and the upper
limit. The column of “Group ID” lists group IDs of device
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6

groups for which the SAM 134 provides the service of assign-
ment management. The column of “Device ID” lists IDs of
communication devices 140 included in each device group.
The column of “No. of Assigned MCIMs” lists the number of
MCIMs which are currently assigned to the communication
devices in each device group. The column of “Upper Limit”
lists the upper limit of the number of MCIMs which can be
assigned to the communication devices 140 in each device
group. The column of “No. of MCIMs in Pool” lists the
number of MCIMs which are currently stored in the subscrip-
tion pool 211 for each device group. The group, the commu-
nication devices 140 included in the group, and the upper
limit may be set and updated by the user of the assignment
managing service. The number of MCIMs currently assigned
may be updated by the SAM 134 as described below.

FIG. 10 illustrates an example of the subscription pool 211
which maintains MCIMs which can be assigned to commu-
nication devices 140 in each device group. FIG. 10 shows
entries for the device group “G1” and the subscription pool
211 also maintains other entries for other device groups. The
column of “Group ID” lists group IDs of device groups for
which the SAM 134 provides the assighment management
service. The column of “MCIM ID” lists IDs of MCIMs
which are obtained for each device group. According to some
embodiments, when the upper limit for the device group 141
is set, the SAM 134 may obtain the same number of MCIMs
for each device group as the upper limit and store the obtained
MCIMs in the subscription pool 211. According to other
embodiments, the SAM 134 may obtain an MCIM when there
is no available MCIM stored in the subscription pool 211 to
assign to a target communication device 1405, and store the
obtained MCIM in the subscription pool 211. According to
yet other embodiments, the SAM 134 may obtain more num-
ber of MCIMs than the upper limit and store the obtained
MCIMs in the subscription pool 211.

The state monitoring unit 204 monitors state of each
MCIM stored in the communication device 140 and updates
the assignment table 208. The state monitoring unit 204 col-
lects information relating to the MCIMs. The information to
be collected may include MCIM IDs of the MCIMs which is
currently stored in the communication device 140 and a state
ofeach MCIM. The state monitoring unit 204 may receive the
information included in periodical keep-alive messages, may
request the communication device 140 to send the informa-
tion, or any combination of them.

FIG. 7 illustrates an example of the assignment table 208
which maintains states of the MCIMs which can be used for
the communication devices 140 in the device group 141. FIG.
7 shows entries for the device group “G1” and entries for
other device groups are not shown.

The usage analysis unit 206 obtains a state of the commu-
nication device 140 from the state monitoring unit 204 and
analyses the connectivity patterns and usage patterns of the
communication device 140. The connectivity patterns
include history of the connectivity of the communication
device 140 to the network such as historical data indicating
time windows for which the communication device 140 is
connected with larger probability. The usage patterns of the
communication device 140 include history of usage of the
communication device 140 irrespective of the connectivity to
the network, and the usage pattern information may be used
as additional information to the connectivity pattern informa-
tion. The usage analysis unit 206 creates/updates the priority
table 209 based on its analysis. The priority table 209 pro-
vides a priority order of the candidate MCIMs with which the
assignment control unit 205 can find the activated MCIM in
the communication devices 140 with higher probability that
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the MCIM for a communication device 140 is not used during
a certain period of time. The usage analysis unit 206 may
create/update the priority table 209 further by using the
device information from the device information database
210, such as the capabilities, functions, applications and
specifications supported by the communication device 140
and device priority which has designated by the user of the
device.

FIG. 8 illustrates an example of the priority table 209
which maintains priorities of the MCIMs. The column of
“Deactivated MCIMs” lists the MCIMs which are not
assigned (that is, the state is “installed” or “blocked”) during
the corresponding time slots. The columns of “Currently acti-
vated MCIMs” and “priority=1" indicates the MCIM which
is currently assigned for the designated device during the time
slot but is to be selected as the candidate to be deactivated for
that device to make it able to be used (activated) for other
devices.

FIG. 3 illustrates an exemplary block diagram of the com-
munication device 140. The communication device 140 may
comprise a CPU 301, a memory 302, a use interface 303, a
network interface 304, a trusted environment (TRE) 305, a
state notification unit 306, and a history accumulation unit
308.

The CPU 301 controls overall operations of the communi-
cation device 140. The memory 302 stores computer pro-
grams and data used for operations of the communication
device 140.

The user interface 303 provides an interface with a human
such as the user of the communication device 140 and
includes a display, a keypad, a speaker, and the like, for
example. The network interface 304 provides an interface
with other devices such as the ICF 131, the SAM 134, servers
in the networks 110, 120 and 130, and the likes. The TRE 305
provides some hardware and software protection and separa-
tion for the provisioning, storage, execution, and manage-
ment of MCIMs. The TRE 302 may have pre-installed PCID
and contact information of the ICF 131 and other devices or
servers in the RO network 130. MCIMs 307 which have
downloaded in the communication device 140 are stored in
the TRE 305. Each MCIM 307 includes an IMSI (Interna-
tional Mobile Subscriber Identity) as a subscription identity
and a secret key as a part of a credential.

The state notification unit 306 notifies the SAM 134 of
information relating to the MCIMs 307. The information to
be notified may include an MCIM ID of each MCIM 307
which is currently stored in the TRE 305 and a state of each
MCIM 307. The state notification unit 306 may notify the
information including in periodical keep-alive messages,
may notify the information upon request of the SAM 134,
may notify the information when the information has
changed, for example when a state of an MCIM has changed,
orany combination of them. The address of the SAM 134 may
be pre-configured in the communication device 140, or be
found via other scheme like DNS look-up.

The history accumulation unit 308 accumulates the above
mentioned connectivity patterns and usage patterns of the
communication device 140. The state notification unit 306
may notify the connectivity patterns and usage patterns
including in periodical keep-alive messages, may notify the
connectivity patterns and usage patterns upon request of the
SAM 134, or any combination of them.

FIGS. 4-6 illustrate operations of the SAM 134 according
to some embodiments of the present invention. The CPU 201
included in the SAM 134 executes computer programs stored
in the memory 202 to process these operations. FIG. 4 illus-
trates a main procedure performed by the SAM 134.
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In step S401, the request receiving unit 203 receives a
request from a requesting device. As described above, the
type of the request may be assignment, release, or replace-
ment. The request receiving unit 203 also checks validity of
the request, which includes a formality check and a contract
check for example, and if the request is valid, forwards this
request to the assignment control unit 205. The requesting
device may be the user terminal 150, the network server 160,
or any of the communication devices 140a-1407. The net-
work server 160 may be the one operated by a service pro-
vider and the request regarding the MCIM assignment may be
made by the service provider, instead of the user of the con-
cerned communication devices 140. In some embodiments,
the request receiving unit 203 may present the subscriber with
a list of the MCIMs which are stored in the subscription pool
211 so that the subscriber can designate one or more MCIMs
to be used.

In step S402, the assignment control unit 205 identifies a
group which includes communication device 140 designated
in the request. When the request designates a group ID, the
assignment control unit 205 can directly identify the group
based on the group ID. When the request designates a source
device and/or a target device, the assignment control unit 205
can identify the group by referring the group management
table 212 if the source device and/or target device is included
in a single device group.

In step S403, the assignment control unit 205 determines a
type of the request. When the type is “release”, the assign-
ment control unit 205 performs the deactivation procedure in
step S404. When the type is “assignment”, the assignment
control unit 205 determines whether the number of MCIMs
currently assigned to the communication devices 140 in the
identified device group reaches the upper bound with refer-
ence to the group management table 212 in step S405. When
the number of MCIMs already reaches the upper bound
(“YES” in step S405), the procedure proceeds to step S407
and the assignment control unit 205 performs processes simi-
lar to when the request type is “replacement” because an
MCIM in another communication device should be deacti-
vated in order to activate an MCIM in the target device. When
the number of MCIMs does not reach the upper bound (“NO”
in step S405), the assignment control unit 205 performs the
activation procedure in step S406.

When the type of the request is “replacement”, the assign-
ment control unit 205 performs the deactivation procedure in
step S407. In step S408, the assignment control unit deter-
mines whether the deactivation procedure in step S407 has
succeeded. When the deactivation procedure has succeeded
(“YES” in step S408), the assignment control unit 205 per-
forms the activation procedure in step S406. On the other
hand, when the deactivation procedure has failed (“NO” in
step S408), the assignment control unit 205 skips step S406.

In step S410, the assignment control unit 205 may return a
confirmation message to the requesting device based on the
result ofthe activation/deactivation procedure. When the acti-
vation/deactivation procedure has succeeded, the assignment
control unit 205 may notify successful completion to the
requesting device. On the other hand, when the activation/
deactivation procedure has failed, the assignment control unit
205 may notify an error to the requesting device.

FIG. 5 illustrates the deactivation procedure performed by
the SAM 134 in steps S404 and S407. The SAM 134 performs
the deactivation procedure in order to release an MCIM from
the source device 140i.

In step S501, the assignment control unit 205 determines
whether the received request designates one or more MCIMs
to be released. When the request does not designate any
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MCIMs (“NO” in step S501), the assignment control unit 205
selects one candidate device from the communication devices
140a-1407 in the device group 141 in step S502. When the
source device 140i is designated, for example when the type
of the request is “replacement”, the assignment control unit
205 selects the designated source device 140i as the candidate
device. In step S503, the assignment control unit 205 selects
one candidate MCIM from the MCIMs which are currently
assigned to the candidate device. The assignment control unit
205 can identify the current states of the MCIMs assigned to
the candidate device by referring the assignment table 208.
Instead of or in addition to referring the assignment table 208,
the assignment control unit 205 may query the current state of
MCIMs to the candidate device via an SMS message for
example.

In step S510, the assignment control unit 205 determines
whether the candidate MCIM can be released. In some
embodiments, the assignment control unit 205 may deter-
mine that the candidate MCIM can be released when a can-
didate MCIM is selected at the step S503 (that is, when the
candidate device has at least one assigned MCIM). In other
embodiments, the assignment control unit 205 may deter-
mine that the candidate MCIM can be released when the state
of the candidate MCIM is “activated”, that is when the state is
not “selected”. The subscriber may not want an MCIM whose
state is “selected” to be released because the communication
using the MCIM will be halted. When the candidate device
does not have any MCIMs whose states are “activated”, that
is, when all MCIMs assigned to the candidate device are of
operational use, the assignment control unit 205 determines
that the candidate MCIM cannot be released.

When it is determined that the candidate MCIM can be
released (“YES” in step S510), the procedure proceeds to step
S505. When it is determined that the candidate MCIM cannot
be released (“NO” in step S510), the procedure proceeds to
step S511. In step S511, the assignment control unit 205
determines whether the candidate device has another candi-
date MCIM. When it is determined that the candidate device
has another candidate MCIM (“YES” in step S511), the pro-
cedure proceeds to step S503 to select another candidate
MCIM. When it is determined that the candidate device does
not have any other candidate MCIMs (“NO” in step S511),
the procedure proceeds to step S512. In step S512, the assign-
ment control unit 205 determines whether there is another
candidate device in the device group 141. When it is deter-
mined that another candidate device is in the device group 141
(“YES” in step S512), the procedure proceeds to step S502 to
select another candidate device. When it is determined that no
other candidate devices are in the device group 141 (“NO” in
step S512), the procedure ends. In this case, the assignment
controlunit 205 may notify in step S410 the requesting device
that there are no MCIMs to be released.

The assignment control unit 205 may randomly select a
candidate device and a candidate MCIM in steps S502 and
S503. Alternatively, the assignment control unit 205 may
selectacandidate device and a candidate MCIM in steps S502
and S503 based on the priorities of the MCIMs being cur-
rently assigned to the communication devices 140. When
there is a communication device 140 which is unreachable
from the SAM 134, the assignment control unit 205 may
preferentially select the communication device 140 as a can-
didate device because this communication device 140 may
not be used for a while. When there is a communication
device 140 which has two or more assigned MCIMs, the
assignment control unit 205 may select the communication
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device 140 as a candidate device because an MCIM is still
assigned to the communication device even if one of the
MCIMs is released.

When the request designates the MCIM (“YES” in step
S501), the assignment control unit 205 determines whether
the designated MCIM can be released in step S504. In some
embodiments, when the MCIM is assigned to the source
device 140i regardless of its state, the assignment control unit
205 may determine that the designated MCIM can be
released. In other embodiments, when the MCIM is assigned
to the source device 140:i and its state is “activated”, the
assignment control unit 205 may determine that the desig-
nated MCIM can be deactivated.

When two or more MCIMs are designated, the assignment
control unit 205 determines whether any one of the MCIMs
can be released and selects an MCIM to be released from the
MCIMs which have been determined to be able to be released.
The assignment control unit 205 may select an MCIM in the
similar way in step S502.

When the designated MCIM can be released (“YES” in
step S504), the procedure proceeds to step S505. When the
designated MCIM cannot be released (“NO” in step S504),
the assignment control unit 205 exits from the deactivation
procedure. In this case, the assignment control unit 205 may
notify in step S410 the user terminal 150 that the designated
MCIM cannot be released. In other embodiments, when the
designated MCIM cannot be released, the procedure pro-
ceeds to step S502 and the assignment control unit 205 selects
another MCIM which can be deactivated.

Steps S505 to S509 are performed to deactivate the MCIM
which is determined to be released through steps S501 to
S504. When the source device 140i is not designated, the
assignment control unit 205 regards the communication
device 140 which is assigned the determined MCIM as the
source device 1401

In step S505, the assignment control unit 205 sends a
deactivation request to the source device 1407, for example
via the DPF 132. The deactivation request specifies the deter-
mined MICM. Upon receiving the deactivation request, the
source device 140i deactivate the determined MCIM and as
the result the state of the MCIM changes from “activated” (or
optionally “selected”) to “blocked”. In step S506, the assign-
ment control unit 205 determines whether the deactivation in
the source device 140i has succeeded, for example based on
the response from the source device 140i. When the assign-
ment control unit 205 receives a negative response or does not
receive any response from the source device 1407, the assign-
ment control unit 205 may determine that the deactivation in
the source device 140i has failed. Before sending the deacti-
vation request, the assignment control unit 205 may send a
message such as an SMS message to the source device 1407 in
order to check if the deactivation request can reach the source
device 140i. When the message cannot reach the source
device 140i, the assignment control unit 205 may determine
that the deactivation in the source device 140i cannot be
performed, without sending the deactivation request to the
source device 1401

When the deactivation in the source device 140i has suc-
ceeded (“YES” in step S506), the procedure proceeds to step
S509. In this case, the source device 140i cannot use the
deactivated MCIM in order to attach to the SHO network 110
unless the MCIM is activated again. Thus, the assignment
control unit 205 can reuse the deactivated MCIM to assign
another communication device 140 in the device group 141.
In this case, the MCIMs in the subscription pool 211 may not
change.
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When the deactivation in the source device 140i has failed
(“NO” in step S506), the procedure proceeds to step S507. In
this case, the state of the MCIM in the source device 140i still
remains “activated” (or potentially “selected”). Thus, the
source device 140i can use the MCIM in order to attach to the
SHO network 110 and the assignment control unit 205 cannot
assign the MCIM to another communication device 140. If
the assignment control unit 205 assigns the MCIM, which
still remains “activated” in the source device 1401, to another
communication device 140, it may happen that two commu-
nication devices attempt to attach to the SHO network 110
using the same and one MCIM at the same time. Therefore, in
the step S507, the assignment control unit sends a deactiva-
tion request to the subscription provisioning server 111 man-
aged by the SHO so as to deactivate the MCIM at the operator
side. This ensures that the SHO rejects an attachment from the
source device 140i using the deactivated MCIM. The deacti-
vation request specifies the MCIM to be deactivated and may
be transferred by the DPF 132. Upon receiving the deactiva-
tion request, the subscription provisioning server 111 deacti-
vates the requested MCIM in its HL.R 112 and clears up all the
mobility and connectivity contexts relevant to the requested
MCIM in the SHO network 110.

When an MCIM is deactivated by the subscription provi-
sioning server 111, the assignment control unit 205 cannot
reuse the MCIM to assign to another communication device
140. Thus, in step 508, the assignment control unit 205 may
discard the deactivated MCIM from the subscription pool 211
and obtain another MCIM from the subscription provisioning
server 111 to refill the subscription pool 211. The MCIM to be
refilled to the subscription pool 211 and the deactivated
MCIM may have the same IMSI and different secret key. In
this case, the numbering space of the IMSIs is used efficiently.
Alternatively, the MCIM to be refilled to the subscription pool
211 and the deactivated MCIM may have different IMSI and
different secret key. The subscription provisioning server 111
may provide the new MCIM to the SAM 134 with confirma-
tion of the deactivation of the requested MCIM.

In step S508, the assignment control unit 205 updates the
assignment table 208 and the group management table 212.
More specifically, the assignment control unit 205 decreases
the number of the currently assigned MCIMs in the group
management table 212 and updates the state of the released
MCIM in the assignment table 208.

When the source device 140i cannot communicate with the
SAM 134 in step S505, for example when the source device
140i is powered-off, the request sent from the assignment
control unit 205 to the source device 140i cannot reach the
source device 140i. As the result, an MCIM, which was dis-
carded from the HLLR 112 and the subscription pool 211, still
remains stored in the source device 140i. It leads to inefficient
use of the memory space of the TRE 305. Thus, the assign-
ment control unit 205 may clean up such garbage data in the
source device 140

In some embodiments, the assignment control unit 205
may clean up the garbage data in a Push procedure. The
assignment control unit 205 may initiate this procedure after
step S507 or at a later time. When discarding an MCIM from
the subscription pool 211 in step S507, the assignment control
unit 205 creates and stores, with the ID of the discarded
MCIM, a list of the communication devices which have the
discarded MCIM based on the assignment table 208. The list
may include the source device 140i as well as other commu-
nication devices 140 in the identified device group 141. The
assignment control unit 205 sends a request to delete the
discarded MCIM from the TRE 305 to each communication
devices 140 in the list. In these embodiments, it is assumed
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that the communication device 140 returns a response when
the communication device 140 successfully deletes the dis-
carded MCIM from its TRE 305. When the assignment con-
trol unit 205 receives the response from a communication
device 140, the assignment control unit 205 removes the
communication device 140 from the list. The assignment
control unit 205 repeats sending the request to the communi-
cation devices in the list periodically (for example every one
minute) until the list becomes empty.

In other embodiments, the assignment control unit 205
may clean up the garbage data in a wait-and-detection proce-
dure. When discarding an MCIM from the subscription pool
in step S507, the assignment control unit 205 creates and
stores, with the ID of the discarded MCIM, a list of the
communication devices which have the discarded MCIM
based on the assignment table 208. The list may include the
source device 140/ as well as other communication devices
140 in the identified device group 141. The assignment con-
trol unit 205 waits for a communication device 140 to attach
to the RO network 130. When a communication device 140
attaches to the RO network 130, the ICF 131 or the DRF 133
forwards the connectivity information of the communication
device 140 to the SAM 134. The assignment control unit 205
compares the communication device 140 with the list and,
when the communication device 140 is included in the list,
sends an request to the communication device 140 to delete
the discarded MCIM from its TRE 305.

In the above procedures, the assignment control unit 205
may send the new MCIM obtained in step S508 with the
request to delete the discarded MCIM. When it is found that
deactivation of the selected MCIM at the source device 140/
succeeds after step S507, the assignment control unit 205 may
request the subscription provisioning server 111 to activated
the deactivated MCIM so as to reuse the deactivated MCIM.

FIG. 6 illustrates the activation procedure performed by the
SAM 134 in steps S406. The SAM 134 performs the activa-
tion procedure in order to assign an MCIM to the target device
140;.

In step S601, the assignment control unit 205 determines
whether the received request designates one or more MCIMs
to be assigned. When the request does not designate any
MCIMs (“NO” in step S601), the assignment control unit 205
selects an MCIM from the MCIMs in the subscription pool
211 which are currently unassigned to any communication
devices 140. The assignment control unit 205 can identify the
current states of the MCIMs in the subscription pool 211 by
referring the assignment table 208. Instead of or in addition to
referring the assignment table 208, the assignment control
unit 205 may query the current state of MCIMs to each
communication device 140 in the identified device group 141
via an SMS message for example. At least one MCIM should
be unassigned because the deactivation procedure has been
performed in step S407 if the number of the currently
assigned MCIMs reached the upper bound in step S405.

When the request designates the MCIM (“YES” in step
S601), the assignment control unit 205 determines whether
the designated MCIM can be assigned in step S603. When the
designated MCIM is not assigned to any communication
device 140, the assignment control unit 205 determines that
the designated MCIM can be assigned. When two or more
MCIMs are designated, the assignment control unit 205
determines whether any one of the MCIMs can be assigned
and selects an MCIM from the MCIMs which have been
determined to be able to be assigned.

When the designated MCIM can be assigned (“YES” in
step S603), the procedure proceeds to step S604. When the
designated MCIM cannot be assigned (“NO” in step S603),
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the assignment control unit 205 exits from the activation
procedure. In this case, the assignment control unit 205 may
notify in step S410 the requesting device that the designated
MCIM cannot be assigned. In other embodiments, when the
designated MCIM cannot be assigned, the procedure may
proceed to step S602 and the assignment control unit 205 may
select another MCIM which can be assigned or go back to
step S407 to release any one of the designated MCIM(s).

Steps S604 to S606 are performed to activate the MCIM
which is determined through the above steps S601 to S603. In
step S604, the assignment control unit 205 sends a request to
initiate the activation of the determined MCIM to the target
device 140;, for example via the DPF 132. When the MCIM
is not yet installed in the target device 1405, the activation
begins with the procedure for MCIM remote provisioning
described in 3GPP TR 33.812. When the target device 140; is
attached to the network 130 by way of the initial connectivity
with using its PCID or a normal connectivity with using a
normal activated MCIM, the DPF 132 and the target device
1405 can communicate and thus this activation procedure can
complete. The DPF 132 may return a report of the result to the
SAM 134. In order to enable a push-based procedure to start
activation, the SAM may be able to know the MSISDN or IP
address of the communication device 140 to communicate.
The assignment control unit 205 may keep track of those
addresses in the device information database 210, based on
notification from the communication device 140 to the SAM
134.

In step S605, in case that synchronization of the state of the
MCIMs between the communication device 140 and the cor-
responding HL.R 112 of the SHO is required, the assignment
control unit 205 sends via the DPF 132 a request for the
activation to the subscription provisioning server 111 of the
SHO and receives a response, so that the SAM 134 can make
sure the synchronization of the MCIM state.

In step S606, the assignment control unit 205 updates the
assignment table 208 and the group management table 212.
More specifically, the assignment control unit 205 increases
the number of the currently assigned MCIMs in the group
management table 212 and updates the state of the assigned
MCIM in the assignment table 208.

The procedures described above with reference to FIGS. 4
to 6 can apply to the cases that the requesting device sends a
request for use of one of the already-installed or activated
MCIMs in the target device 1407, which may not be stored in
the subscription pool 211. In such cases, the assignment con-
trol unit 205 responds the request with an answer to permit
use of the designated MCIMs. For example, the subscriber
instructs the target device 140; to send a request to the SAM
134 to use one of the currently installed or activated MCIMs
for the target device 140;. The target device 140; attaches to
the network 130 by using a PCID and sends a request message
to the SAM 134 via the ICF 131. The assignment control unit
205 selects one of the available MCIMs and returns the per-
mission to the target device 140; to use the selected available
MCIM. If the selected MCIM is not yet activated in the target
device 140;, then the assignment control unit 205 also sends
a request to the DPF 132 to activate the MCIM for the target
device 140;. If one of the MCIMs has been deactivated
through this step, then the SAM returns the device a permis-
sion message to confirm that the device can activate that
MCIM to use from now on.

Installation and activation of an MCIM are different
actions in the MCIM remote provisioning. Once an MCIM is
installed, for example by the procedure defined in TR 33.812,
the MCIM can be activated for the communication device 140
to use it to attach itself to the SHO network 110.
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In a first scenario, when an MCIM is installed in a com-
munication device 140, the MCIM has already been activated
in the corresponding HL.R 112. At the installation, the MCIM
automatically transitions to the state of “Activated” in the
device. This means that the installed MCIM is immediately
activated in the device, or the device does not distinguish
between “Installed” and “Activated” states. Deactivation of
the MCIM is performed by a certain procedure initiated by an
entity in the network, for example by the DPF 132 via the
initial connectivity based on the PCID. As a result, the MCIM
is removed permanently from the communication device 140.
Activation of the same MCIM on the same device requires
installation of that MCIM.

In a second scenario, when an MCIM is installed in a
communication device 140, the MCIM has already been acti-
vated in the corresponding HLR 112. However, the MCIM
installed in the communication device 140 needs to be acti-
vated by a certain procedure initiated by an entity in the
network, for example by the DPF 132 via the initial connec-
tivity based on the PCID or via a normal operational connec-
tion based on one of the activated MCIM in the device. As a
result, the state of the MCIM is changed from “installed” to
“activated”. The communication device 140 is capable of
distinguishing between the “installed” and “activated” states
of'the MCIMs, for example by maintaining the status table of
the MCIMs, so that the device can discern the “installed but
not activated” MCIMs and “installed and activated” MCIMs
in the memory 302. Deactivation of the “activated” MCIM is
performed by a certain procedure initiated by an entity in the
network, for example by the DPF 132 via the initial connec-
tivity based on the PCID or via a normal operational connec-
tion based on one of the activated MCIMs in the device. As a
result, the state of the MCIM is changed from “activated” to
“blocked”. The “blocked” MCIM can be activated for opera-
tional use by a certain procedure initiated by an entity in the
network, for example by the DPF 132 via the initial connec-
tivity based on the PCID or via a normal operational connec-
tion based on one of the activated MCIMs in the device. As a
result, the state is changed from “blocked” to “activated”.
When necessary, the “blocked” MCIM is deleted perma-
nently by a certain procedure initiated by an entity in the
network, for example the DPF 132.

In a third scenario, at point in time when an MCIM is
installed in a device, it has not yet been activated in the
corresponding HLR 112. In this state, the MCIM is not acti-
vated both in the device and in the HLR 112. The key feature
of'this scenario is that the “activated/deactivated” states of the
MCIM are maintained in both device and HLR 112 in a
synchronized manner. The MCIM installed in the device
needs to be activated by a certain procedure initiated by an
entity in the network, for example by the DPF 132 via the
initial connectivity based on the PCID or via a normal opera-
tional connection based on one of the activated MCIMs in the
device. As a result, the state of the MCIM is changed to
“activated” in both device and HLR 112. The device is
capable of distinguishing between the “installed” and “acti-
vated” states of the MCIMs, for example by maintaining a
status table of the MCIMs, so that the device can discern the
“installed but not activated” MCIMs and “installed and acti-
vated” MCIMs in its own memory. Deactivation of the “acti-
vated” MCIM is performed by a certain procedure initiated by
an entity in the network, for example by the DPF 132 via the
initial connectivity based on the PCID or via a normal opera-
tional connection based on one of the activated MCIMs in the
device. As a result, the state of the MCIM is changed to
“blocked” in the device and to “deactivated” in the HLR 112.
At the same time, the network entity initiates the operator
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network to deactivate the MCIM in the corresponding HLR
112. As a result, the MCIM has become deactivated synchro-
nously in both device and HLR 112.

According to the embodiments mentioned above, the sub-
scriber, who may be an end-user or a service provider, can
reduce the total cost for subscriptions for the group. This is
because the number of available subscriptions for the group
can be smaller than the number of the devices within the
group, thanks to the SAM 134 according the embodiments.

While the present invention has been described with refer-
ence to exemplary embodiments, it is to be understood that
the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
accorded the broadest interpretation so as to encompass all
such modifications and equivalent structures and functions.

The invention claimed is:

1. An apparatus for managing assignment of subscription
modules for a group of communication devices, comprising:

a receiving unit configured to receive a request for assign-

ing a subscription module to a target communication
device so that the target communication device can
attach to a network managed by a network operator; and

a control unit configured to

identify a group, from a plurality of groups, which
includes the target communication device,
determine whether the number of subscription modules
which are assigned to the communication devices in
the identified group reaches an upper bound,
when the number of the subscription modules does not
reach the upper bound, assign the subscription mod-
ule to the target communication device, and
when the number of the subscription modules reaches
the upper bound,
select a subscription module from subscription mod-
ules which are assigned to communication devices
in the identified group,
release the selected subscription module from a
source communication device to which the selected
subscription module is assigned, and
assign the subscription module to the target commu-
nication device,
wherein, the control unit is further configured to request the
source communication device to deactivate the selected
subscription module, when releasing the selected sub-
scription module, and

wherein the control unit is further configured to request the

network operator to deactivate the selected subscription
module, when it is found that deactivation of the selected
subscription module at the source communication
device fails or has not been confirmed.

2. The apparatus according to claim 1, wherein the control
unit is further configured to, when the request designates the
source communication device from which the subscription
module is released and which is included in the same group as
the target communication device, release the subscription
module which is assigned to the source communication
device.

3. The apparatus according to claim 1, further comprising
an analysis unit configured to manage priorities of the sub-
scription modules which are assigned to the communication
devices in the identified group, wherein the control unit is
further configured to select a subscription module to be
released based on the priorities.

4. The apparatus according to claim 3, wherein the analysis
unit is further configured to monitor connectivity or usage
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patterns of the communication devices in the identified group
and determine the priorities based on the monitored connec-
tivity or usage patterns.

5. The apparatus according to claim 1, wherein the control
unit is further configured to, when the request designates one
or more subscription modules to be released, select one sub-
scription module to be released from the designated subscrip-
tion modules.

6. The apparatus according to claim 1, wherein

the control unit is further configured to request the network

operator to activate the deactivated subscription module
when it is found that the deactivation of the selected
subscription module at the source communication
device succeeds.

7. The apparatus according to claim 1, wherein

each subscription module includes a subscription identity

and a credential, and

the control unit is further configured to obtain a subscrip-

tion module from the network operator, wherein the
obtained subscription module and the released subscrip-
tion module have the same subscription identity and
different credentials, and

the control unit is further configured to use the obtained

subscription module to assign to the target communica-
tion device.

8. The apparatus according to claim 1, wherein the control
unit is further configured to reuse the released subscription
module to assign another communication device when the
deactivation of the released subscription module at the source
communication device succeeds.

9. The apparatus according to claim 1, further comprising
a subscription management unit configured to manage sub-
scription assignment in terms of which subscription modules
are assigned to the communication devices, wherein the con-
trol unit is further configured to perform the determination on
whether the number of the subscription modules reaches the
upper bound based on the subscription assignment.

10. The apparatus according to claim 1, further comprising
a storage device for storing one or more subscription modules
for each group of communication devices, wherein the con-
trol unit is further configured to select a subscription module
to be assigned from the one or more subscription modules
stored in the storage device for the identified group.

11. The apparatus according to claim 1, wherein the sub-
scription modules are downloadable to the communication
devices.

12. The apparatus according to claim 11, wherein the sub-
scription modules are Machine Communication Identity
Modules, MCIMs, or a subscription module used for Embed-
ded SIMs.

13. A method for managing assignment of subscription
modules for a group of communication devices, comprising:

receiving a request for assigning a subscription module to

a target communication device so that the target com-
munication device can attach to a network managed by a
network operator;

identifying a group, from a plurality of groups, which

includes the target communication device;

determining whether the number of subscription modules

which are assigned to the communication devices in the
identified group reaches an upper bound;

when the number of the subscription modules does not

reach the upper bound, assigning the subscription mod-
ule to the target communication device, and

when the number of the subscription modules reaches the

upper bound,
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selecting a subscription module from subscription mod-
ules which are assigned to communication devices in
the identified group,
releasing the selected subscription module from a source
communication device to which the selected sub-
scription module is assigned, and
assigning the subscription module to the target commu-
nication device,
wherein, when releasing the selected subscription module,
requesting the source communication device to deacti-
vate the selected subscription module, and
requesting the network operator to deactivate the
selected subscription module, when it is found that
deactivation of the selected subscription module at the
source communication device has failed or has not
been confirmed.
14. A method for managing assignment of subscription
modules for a group of communication devices, comprising:
receiving a request for assigning a subscription module to
a target communication device, to thereby enable the
target communication device to attach to a network;
identifying a group of communication devices, from a plu-
rality of groups, to which the target communication
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device belongs, wherein there is an upper bound on a
number of subscription modules that can be assigned to
the group;
assigning the subscription module to the target communi-
cation device if the upper bound on subscription module
assignments has not been reached for the group, and
otherwise avoiding exceeding the upper bound on sub-
scription module assignments by releasing a previous
subscription module assignment for another communi-
cation device in the group in conjunction with assigning
the subscription module to the target communication
device,
wherein, when releasing the previous subscription module
assignment, requesting a source communication device
to deactivate the previous subscription module assign-
ment, and
requesting a network operator to deactivate the previous
subscription module assignment, when it is found that
deactivation of the previous subscription module
assignment at the source communication device has
failed or has not been confirmed.

#* #* #* #* #*



